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Any Device Type Any Location

Securly is a cloud Filter with three ways of 
supporting devices
1. DNS Filter 

The catch all for onsite filtering.
School Devices BYOD / Guest

2. Browser extensions
For filtering devices anywhere

Chrome Microsoft
3. SmartPac

For any other device with a browser, anywhere
iOS, Android, MAC

Deploy via Intune, Google Console, or MDM

Any User Type

Staff and Students on School Owned Devices
DNS, Extension or SmartPAC
Authenticate to Azure or Google Directory
Group information from Google or Microsoft

Guests
DNS Filter 
 No Authentication. 
 Guest Policy -  Strongest Policy

BYOD
DNS Filter
Authenticate to Google or Azure
Self install Digital certificate

School Devices at Home
Extension or SmartPAC

School and Home Policies
Not behind school IP Address
Time of day

Shared devices without authentication
Transparent Authentication / User Injection
Login as Trolley1-iPAD3

Users and Devices



securly.com

Resources

Sales Resources
• Securly KCSIE Compliance 

Documentation and Product 
Literature

• Book a demo with Securly
• Securly Deal Registration Form
• Securly Account Creation Form
• Sales@cyberdistribution.co.uk

KCSIE Resources
• 2023 Securly Filtering Provider Response
• 2023 Securly Monitoring Provider Response
• Guidance on meeting KCSIE Filteringg and 

Monitoring Standards

Opening Questions             Elevator Pitch 
• Who is responsible for filtering and 

monitoring? 
• Who is your DSL?
• What filtering and monitoring tools do 

you use?
• Why did you choose them
• Is it easy to create and distribute reports?
• Are there any gaps in your filtering and 

monitoring strategy? (iPads, 
Chromebooks, take home devices) 

• Have you reviewed your filtering and 
monitoring strategy?

• Can we help

• We work with Securly for Filtering and 
Monitoring. It is a great solution that we have 
installed in many schools and trusts.

• Securly has a DFE/KCSIE compliant web filter, 
and solutions for Internet Activity Monitoring, 
Active Monitoring and ProActive Monitoring

• Securly makes it really easy for teachers to 
view student web activity and run reports.

• Securly is a cloud solution and works on all 
devices, it supports guest and BYOD and works 
at home as well as in school. 

• Securly uses many techniques to reduce false 
positives in alerts. Securly’s AI, Sentiment 
Analisys, Natural Language Processing and 
Fuzzy Matching analyse whole sentences  to 
produce and categorise the most reliable 
student safety alerts. Staff can also tune alerts 
using Confidence Scores to reduce or increase 
the number of alerts generated.  

Qualification
Products

q Filter

q Aware

q On Call

q Classroom

q MDM

Licenses

qHow many 
students 

q How many staff

q Authentication 
(Google / Azure)

https://cyberdistribution.co.uk/student-safety/
https://cyberdistribution.co.uk/student-safety/
https://cyberdistribution.co.uk/student-safety/
https://meetings.salesloft.com/securlyinc/ronniefraser
https://docs.google.com/forms/d/1Z8MI5kYZdrhwX7dWbaujRyF4WbgXJJEUhyuR0TUnjHg/edit
https://docs.google.com/forms/d/e/1FAIpQLSd4CESiEi-hi0LCP62HuvAjpvRdmciNixlVjAnawXgyO4SseA/viewform
mailto:Sales@cyberdistribution.co.uk
https://d1xsi6mgo67kia.cloudfront.net/uploads/2018/10/Securly-Aug-2023-Appropriate-Filtering-Provider-Response-2023-JVSigned.pdf
https://d1xsi6mgo67kia.cloudfront.net/uploads/2018/10/Securly-Aug-2023-Appropriate-Monitoring-for-Schools-Provider-Response-2023-JVSigned.pdf
https://www.gov.uk/guidance/meeting-digital-and-technology-standards-in-schools-and-colleges/filtering-and-monitoring-standards-for-schools-and-colleges
https://www.gov.uk/guidance/meeting-digital-and-technology-standards-in-schools-and-colleges/filtering-and-monitoring-standards-for-schools-and-colleges

