
Cyber Education enables schools to answer the question posed by the NCSC to school governors and 
trustees, about staff training, with a resounding yes.

ncsc.gov.uk/information/school-governor-questions

Schools are required to train their staff on cyber security threats 
and need to audit that this training has occurred. There are many 
generic training solutions available but these are designed to fit 
the budgets and requirements of business.

Cyber Education is an awareness programme designed to meet 
the school training requirements advised by the National Cyber 
Security Centre and to fit school budgets. 

It provides a rolling program of training modules, phishing 
simulations and reports, built around the school term rhythm.

A managed service delivering

Cyber Awareness
for Schools

DESIGNED FOR SCHOOLS
PRICED FOR SCHOOLS

Does the school train staff on the common cyber 
security threats and incidents that schools experience?

cybereducation.uk

For more information, or a product 
demonstration, please contact us: 

01256 809 890



The Cyber Education Service Delivery

Communication 
& Baseline

	 Introduce program to staff
	 Phishing simulation to baseline initial awareness
	 Deliver base training on security principles and good Cyber Hygiene

Phishing 
Simulations

	 Deliver regular realistic relevant current phishing simulations
	 Provide immediate training
	 Audit participation and report on response behaviour

Awareness 
Campaigns

	 Regular delivery of awareness training modules
	 Covering basic security principles identified by the NCSC and others
	 Audit participation and report

Cyber 
Hygiene Tips

	 Regular infographic training material
	 Covering personal cyber hygiene topics

Reporting & 
Improvement

	 Termly reporting on the program
	 Providing analysis of participation, “awareness” and awareness trends

New Starters 	 Automated enrolment of new staff into program of events
	 Builds security culture and good behaviours at an early stage

Phish SOS
	 Suspicious email reporting (If in doubt call it out)
	 Threat Alerts
	 Feedback into Awareness Campaigns

83%
of schools experience 

a cyber incident.

69%
of schools suffer 
phishing attacks.

35%
of schools experience 

periods with no access 
to important information.

97%
of schools say losing 

IT would cause 
considerable disruption.

cybereducation.uk

For more information, or a product 
demonstration, please contact us: 

01256 809 890

The figures are taken from a 2019 report by NCSC (National Cyber Security Centre, part of GCHQ) and LGfL
lgfl.net/cybercloud/securityaudit

Our curriculum is based on NCSC recommendations and is delivered with minimum input needed from 
schools. This provides learning in a concise manner that ensures staff have the required knowledge 
without too much intrusion into their busy schedules.


